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1. Introduction 

 

1.1 Prerequisites 

 

• ZN-AIBOX-STD FW version 102801  or greater. 

• Milestone XProtect 2023 R1 or greater. 

 

1.2 Learn about integration architecture 

 

There are two ways to integrate ZN-AIBOX-STD with Milestone XProtect VMS: 

 

1) Case 1: 

The ZN-AIBOX-STD receives the RTSP video stream from the IPCAM and provides the an

notated video and event data after AI analysis. The annotated video is transcoded 

to provide object recognition information, bounding boxes, zone information, and m

ore from ZN-AIBOX-STD's AI analysis. 

 

 
  



2) Case 2: 

Both ZN-AIBOX-STD and Milestone XProtect VMS simultaneously receive the RTSP video 

stream from the IPCAM, and the ZN-AIBOX-STD sends the AI analysis events to XProte

ct VMS. If the customer wishes, they can also receive the RTSP stream from Milesto

ne XProtect VMS instead of the IPCAM's RTSP video stream. 

 

 
  



2. Configuration 

 

2.1 Milestone xProtect VMS Configuration 

 

We will explain how to integrate ZN-AIBOX-STD with Milestone XProtect VMS using th

e Case1 method. 

 

1) Adding the ZN-AIBOX-STD to Milestone XProtect VMS. 

 

In the XProtect Management Client, select "Add Hardware". 

 



If you know the IP address of the ZN-AIBOX-STD device, choose "manual add".  

(Automatic search is also available.) 

 

 
 

Enter the login information for the ZN-AIBOX-STD. 

 
 

Select “ONVIF”“ONVIF”“ONVIF”“ONVIF” from the device driver options. 



 
 

Enter the IP address information of the ZN-AIBOX-STD. If you haven't changed the o

nvif service port settings of ZN-AIBOX-STD, the Port is 80. HTTPS is not used. 

 
 

Add the detected ZN-AIBOX-STD hardware and change the name as desired.  If this fa

ils, recheck the setup and try again. 



 
 

 

2) Enable the XProtect analytics events 

 

Click on the Tools > OptionsTools > OptionsTools > OptionsTools > Options menu in the XProtect Management Client. 

 



In the Analytics Event tab, check the EnabledEnabledEnabledEnabled checkbox.  The service port must be 

open in the firewall.  If you change the service port, you must enter the same por

t number when registering the ZN-AIBOX-STD’s Milestone action handler. 

 

 
 

  



3) Add analytics events and alarm definitions. 

 

In the XProtect Management Client, select "Analytics eventsAnalytics eventsAnalytics eventsAnalytics events" from the left panel,  

right-click, and choose "Add NewAdd NewAdd NewAdd New". 

 
 

Enter the event name as "ZNZNZNZN----AIBOXAIBOXAIBOXAIBOX----STD EventSTD EventSTD EventSTD Event". This value is an essential key for 

distinguishing events between ZN-AIBOX-STD and XProtect. It must be entered in the 

"Message keyMessage keyMessage keyMessage key" property in the Milestone Action handler settings of ZN-AIBOX-STD. 

 

 
 



In the XProtect Management Client, add "Alarm definitionsAlarm definitionsAlarm definitionsAlarm definitions". 

 

Select “Analytics EventsAnalytics EventsAnalytics EventsAnalytics Events” for the Trigger Event item, and choose the “ZNZNZNZN----AIBOXAIBOXAIBOXAIBOX

----STD EventSTD EventSTD EventSTD Event” you added earlier. For the Trigger Source item, add the channel of th

e ZN-AIBOX-STD. 

 

Note: When registering the Trigger Source, if you add the IPCAM channel instead of 

the ZN-AIBOX-STD camera channel, it operates as the Case2 integration type. 

 

 



2.2 ZN-AIBOX-STD Configuration 

 

1) Add Video Stream  

 

Set (add) the video stream. You can add it either by conducting an Onvif device se

arch or by directly adding the IPCAM RTSP stream address. 

 

 
 

 

  



2) Set up the AI App 

 

Select the desired AI App and set the AI event for the channel. 

In the Actions Setting, click the Add button to add the Milestone action handler. 

 

 
 

 

3) Enter the Milestone XProtect VMS Server Information 

 

Enter the IP address of the Milestone XProtect VMS and the Analytic Event service 

port number. Then click the channel "MappingMappingMappingMapping" button. 

 

 

 
 



Enter the Camera Channel ID of Milestone XProtect VMS. 

 

Note: If you enter the IPCAM channel ID information instead of the ZN-AIBOX-STD ca

mera channel ID in the camera mapping information, it operates as the Case2 integr

ation type. 

 
 

 

You can find the UUID for the Camera Channel ID by selecting the channel with the 

mouse while holding down the CTRL key and then looking at the bottom of the info t

ab. 



 
 

 

 

For the "Message Key" property, input the name of the "Analytic Event" that you ad

ded in Milestone XProtect. In this guide, we have entered it as "ZNZNZNZN----AIBOXAIBOXAIBOXAIBOX----STD EveSTD EveSTD EveSTD Eve

ntntntnt". 

 



 
 

The Object field can be utilized in various ways. You can enter event texts, LPR i

nformation, etc., so you can send  additional information in the Milestone XProtec

t Alarm Manager. 

 

 
 

Note: If you want to set the Object property differently for each AI App, you can 

create a separate Milestone Action handler for each AI App.  



By pressing the "Test" button, you can check the Test Event in the Milestone XProt

ect Client. 

 
 

 

If the event test is successful, check the "Activate Milestone action handler" che

ckbox and press the "Apply" button to save the handler settings.  

 

 
 

Finally, press the "Submit" button located at the bottom of the AI App settings to 

save all configurations. 



 
 

  



3. Demo 

3.1 Live 

 

In the Live screen of the XProtect Smart Client, the analytics events will be list

ed within the Alarms panel as well as the annotated video. 

 

 
 

  



3.2 Search 

 

In the search menu, click on the "Search for.." button and select Alarms to search 

for AI Events. 

 

 
 

  



3.3 Alarm Manager 

 

In the Alarm Manager, by clicking on an individual alarm, you can check detailed e

vent occurrence information with recorded video. 

 
 

Note: The Alarm Manager is supported in Milestone XProtect Express+ and higher ver

sions. 

 

  



To display analytic event properties in the Smart Client, you might need to adjust 

settings in the Management Client. First, navigate to "Alarms" and then to "Alarm 

Data Settings". From there, choose the event properties you want and transfer them 

from the left panel to the right. 

 

 

 
 

To display the event properties in the Smart Client, right clicking on the event h

eader and select the fields to display 
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